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| --- | --- |
| **Course Title/ Code** | CYBER CRIMES & LAWS |
| **Course Type:** | Core (Departmental) |
| **Course Nature:** | Hard |
| **L-T-P-O Structure** | (1-1-0-0) |
| **Objectives** | This objective of this paper is to make students understand the concept of Cyber Crimes & Cyber Law and various aspects relating to it. The paper also includes the study of Information Technology Act, 2000. And Information Technology Amendment Act 2008 |

|  |  |  |
| --- | --- | --- |
| **Syllabus** | **Sections** | **Weightage** |
| A | 25% |
| B | 25% |
| C | 25% |
| D | 25% |
| **TOTAL** | **100%** |

**Section A**

**Unit 1: Cyber Crimes: Meaning, Categories & Kinds- (Contact Hours - 4)**

A. Cyber Crime: Meaning & Categories

B. Nature of Cyber Crime, Cyber Crimes v. Conventional Crimes

C. Kinds of Cyber Crime- hacking, spamming, phishing, cyber stalking, cyber pornography, malware etc

**Section B**

**Unit 2: Privacy Issues & Access Rights :- (Contact Hours -6)**

A. Freedom of speech and expression in Cyberspace.

B. Right to Privacy and Right to Data Protection.

C. Access Rights

**Section C**

**Unit 3: Cyber Space & Legal framework:- (Contact Hours -3)**

1. Cyber Security
2. Cyber Space , Concept of Property in Cyber Space
3. Jurisdiction in Cyber Space

**Section D**

**Unit 4: Information and Technology Act 2000 & IT Amendment Act 2008 (Contact Hours - 3)**

1. Need of Cyber Law in India
2. Enactment & Scheme of the IT Act
3. Objectives of the IT Act 2000, Amendments to the Act
4. Justice Dispensation System for Cyber Crimes under IT Act

**Tutorial activities 1 Hr/Week**

**Reference Books:**

1. Cyber Law - Pavan Duggal
2. Cyber Crimes & Laws-Sushma Arora & Raman Arora-Taxmann’s